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[image: policy]Policies define how ITS will approach security, how employees (staff/faculty) and students are to approach security, and how certain situations will be handled.

This web page lists many university IT policies, it is not an exhaustive list. Laws, policies, and regulations not specific to information technology may also apply.
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